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1	Decision/action requested
The group is asked to discuss and approve the proposal
2	References
[1]	S5-241213 Discussion Paper on exposure
[2] 	3GPP TS 28.622 Telecommunication management; Generic Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS) 
[3]	3GPP TS 28.319 Management and orchestration; Access Control for Management Services

3	Rationale
The DP in [1] asks SA5 Working Group to agree on and endorse six (6) issues. The DP also highlights the intention to prepare different pCRs to capture the main insights of these issues. 
Clause 3.4.1 in [1] proposes this definition for external MnS consumer: “any functional entity outside 3GPP management system that is eligible to become authorized MnS consumer. This functional entity is subjected to solutions for discovery [2] and access control [3]. Information on the stakeholder behind this entity, including who is it (e.g., a business unit of CSP, a vertical, an application service provider) and applicable business relationship with the 3GPP management system owner, is kept outside 3GPP management system, and therefore left out of external consumer definition”. In view of this definition, it can be noted that the only point that makes different an external MnS consumer from a traditional (i.e. internal) MnS consumer is that the former corresponds to a functional entity that logically resides outside 3GPP management system; in other words, it corresponds to an entity whose scope is different from management and orchestration of network nodes/functions (and network services/slices resulting from their composition). But from MnS producer point-of-view, external and internal MnS consumers are identical; what is important for producer is that the consumer is authorized; what is behind the consumer (i.e., which functional entity represents, which stakeholder owns this entity, which are the business relationship of these stakeholder with the operator) is totally transparent and irrelevant for the producer and its mechanisms. 
Based on this rationale, it makes sense to consider that solutions addressing discovery/registry and access control, which are focused on providing services to authorized consumers, remain the same for both external and traditional consumers. This implies that these solutions would remain agnostic to the characteristics behind the consumer, as long as it is authorized. Issue #6 in [1] sustains this idea, by noting the following: “it is needed to promote reusability of existing solutions with regards to discovery / registry [2] and access control [3], making them consumer agnostic. For example, model and workflows specified in [2], which allows 3GPP management system to have fine-grained control on which MnSs can be discovered/consumed to which MnS consumers”. 

4	Detailed proposal
This contribution proposes to take action as detailed in the rationale, by clarifying that solutions addressing discovery/registry and access control are consumer agnostic, remaining the same for both external and traditional (i.e. internal consumers). 
This contribution addresses WT-1 of FS_MExpo. 
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5.1 Exposure of management services
5.1.1 Description
The only difference between an external MnS consumer and a traditional (i.e., internal) MnS consumer is that the former represents a functional entity residing outside 3GPP management system, while the latter resides within 3GPP management system. From MnS producer point-of-view, both MnS consumers are identical: they represent functional entities eligible to become authorized consumers. In other words, both MnS consumers are eligible to invoke service(s) offered by the MnS producer, provided that these consumers are authorized. This means that the behind-the-scenes details of the consumer (which specific functional entity represents, which stakeholder owns this entity, which are the business relationship of this stakeholder with the operator) are transparent and irrelevant for the producer.
The producer leverages on mechanisms to make offered service(s) available for consumption. These mechanisms include:
· Registry 
· Discovery
· Access control
Since there is no difference between an external and a traditional MnS consumer from producer standpoint, it makes sense to consider that the supporting mechanisms listed above would also remain agnostic. 

5.1.2 Potential Requirements
REQ-X-1. The 3GPP management system capabilities for MnS registry shall remain agnostic to the details of functional entity that is eligible to become authorized MnS consumer.  
REQ-X-2.  The 3GPP management system capabilities for MnS discovery shall remain agnostic to the details of functional entity that is eligible to become authorized MnS consumer.
REQ-X-3. The 3GPP management system capabilities for access control shall remain agnostic to the details of functional entity that is eligible to become authorized MnS consumer.
5.1.3 Potential Solutions
5.1.4 Evaluation of potential solutions

